**Instructions:**

In the following table, enter a number in the Answer column for each term that indicates its proper description.

|  |  |  |
| --- | --- | --- |
| **Answer** | **Term** | **Description** |
|  | Spam  Rootkit  Virus  Backdoor  Pharming  Cracker  Phishing  Worm  Ethical hacker  Trojan  Cyberterrorist  Bot  Adware  Logic bomb  Denial of Service  Spyware | 1. An undocumented or unauthorized entry that bypasses normal authentication methods 2. A malicious system intruder who illegally enters and damages systems 3. Self-replicating software program that remotely infects computers across networks 4. Software that displays unsolicited or unwanted advertisements 5. Politically or religiously motivated attackers of government networks 6. Self-replicating software program that infects local computer files 7. A condition that prevents system from handling current and new requests 8. Code that executes a hidden payload when certain conditions or time constraints are met 9. Malicious exploitation of domain name servers (DNSs) to redirect traffic to an imposter Web site 10. Seemingly harmless program that disguises harmful behavior 11. Undesirable and unsolicited e-mail that often involves fraud or includes malware 12. Attacks that trick users into revealing credentials or confidential information 13. A robot that executes remote commands or operates autonomously 14. Software programs that conceal presence and disguise system compromise 15. A beneficial security practitioner who excels securing and testing computer networks 16. Software that invades computers or observes usage habits without permission |